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Digital literacy; It 
refers to the skills of understanding 
smart devices and systems, using, 
understanding and creating 
information in digital media.



Technology Literacy

Computer Literacy

Communication Literacy

Social Media Literacy
•

İnternet Literacy



"These are the traces you leave behind while

using the Internet." All transactions in the

digital world, from the use of social media to

the sites you visit, the purchases you make,

are called digital footprints.



 All information that directly or indirectly 
identifies a person is considered personal 
data.

✓ phone number

✓ The license plate

number was

✓ passport number

✓ resume

✓ Photograph

✓ sound recordings

fingerprints

✓ E-mail

✓ Hobbies

✓ group memberships

✓ family information

✓ health information



✓ Create strong passwords for your accounts.

✓ Do not share your personal information with

anyone.

✓ Check the privacy settings of the applications you

use.

✓ Do not accept friend requests from users you do

not know.

✓ Check the permissions you give to the applications

you install.



 Follow official and authoritative sources to 
access accurate information.
 Avoid sharing posts that are against the 
law and may constitute a crime.
 Do not become a tool for disinformation 
by sharing or transmitting information that you 
cannot confirm. 
 Make sure who you are communicating 
with before sharing your personal data.
 



Gizlilik ayarlarınızı yapılandırın. Tanımadığınız kişilerden veya 

teyit edemediğiniz kaynaklardan aldığınız e-posta veya eklerini 

açmayın.

E-posta adresinizde güçlü parolalar kullanın. Parolalarınızı sık sık 

değiştirin. 

Ortak alanlardaki bilgisayarlardan hesaplarınızdan çıkış yapın.



 

Use two-factor authentication. Don't manage your 

entire digital world with a single password.

Configure your privacy settings.

Block or restrict accounts that make you 

uncomfortable.



Make sure you have an anti-virus program and firewall on your 

computer.

Be careful to use a virtual card in your digital purchases, read the 

contracts and forms and check the commercial name and contact 

information of the Site.

Do not use open wireless networks unless necessary. Don't share 

your location.



THANKS FOR 
YOUR 

ATTENTION
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